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Federation Hub (Layered Security)



Are all access patterns the same?





Adaptive Authentication
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Federation Hub (Layered Security)
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Federation Hub (Layered Security)



Proxy Layer Application  
Layer

1. Unauthenticated Request

2. Redirect to IDP

3. Authenticate User

4. Authenticated Session

Identity Provider













Paved Road



https://github.com/zmartzone/mod_auth_openidc

https://github.com/zmartzone/mod_auth_openidc
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Identity as the Security Perimeter
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Thank you.
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